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TALKING TO YOUR CHILD 

ABOUT LIFE ONLINE 



Source: Children and parents: media use and 

attitudes report 2024

Summary of parental concerns (3 – 17 yr-olds)



Are you confident to talk to your child?
Is your child confident to talk to you?



YOU don’t need to be an expert … be a parent

• Stay involved – make time to communicate, talk about what they are doing. What do they 

enjoy? What makes them laugh? 

• Don’t quiz them – have regular conversations. What's their favourite app? What is the best site 

to learn new things from?

• Join in – watch them play a game and join in. Who are they playing with? Do they know the 

other players?

• ‘Show me how…’ – ask their advice to help you with your privacy settings, who you should add 

as a friend, are there any risks?

• Lead by example – children learn as much from watching as they do from being told not to do 

something, so model good behaviour

• Reassure them – tell them that they won't get in trouble and that you are always there to help.



Find conversation starters, story time 

ideas and top tips to reinforce key safety 

messages at parentsafe.lgfl.net  

https://www.childnet.com/resources/a-learning-to-read-book/
https://www.childnet.com/resources/digiduck-stories/
https://parentsafe.lgfl.net/


DEVICES AND PARENTAL 

CONTROLS





Does your child have their own mobile phone? 
If so, is it a smart phone?

                            
What age do you think is appropriate? 



• NO internet access

• Some games

• Anytime phone calls and texts

• Limited parental controls

• Internet access

• Social media, apps 

and games

• Notifications 

• Anytime connection

• Parental controls

REMEMBER IT’S 

YOUR CHOICE 
Every child and situation is unique,

 and you are best placed to know their needs

Smartphone or ‘non’-smart / brick phone?



Types of websites and apps 

they can use 

What rules do you set about being online?



Agree rules about what’s OK and what’s not

• Clarify what is allowed… or not

• Establish ground rules like no phones / devices 
at the dinner table or in the bedroom at night-time

• Agree shared expectations to reduce arguments 
and keep everyone safe and healthy

• Parents over-sharing photos of children online

• https://www.childnet.com/resources/family-
agreement/ 

https://www.childnet.com/resources/family-agreement/
https://www.childnet.com/resources/family-agreement/


• Controls have to be set up on both the broadband 

connection AND each individual device

• These do not come as standard so it’s worth checking

• They are important because they allow you to:

• Block and filter upsetting or inappropriate content or 

sites

• Plan what time and how long your child can go online 

for

Have you set up parental controls/privacy settings for all 
devices and networks?





Manage your family’s settings and controls

• https://www.internetmatters.org/parental-controls/ 

https://www.internetmatters.org/parental-controls/




Manage your family’s settings and controls

Google Family Link Apple Family Sharing Windows devices

parentsafe.lgfl.net – Safe Settings, Controls & Monitoring

Manage app access, set screen time etc.

https://parentsafe.lgfl.net/


YouTube – tips to keep children safe

Use YouTube Kids for younger children

Set up a supervised account for child

Use restricted mode for safer content

Reduce screen time – turn off autoplay

Monitor their YouTube activity

YouTube 

Guide

Youtube logo png, youtube icon transparent 18930572 PNG

https://www.internetmatters.org/parental-controls/entertainment-search-engines/youtube-app/
https://www.internetmatters.org/parental-controls/entertainment-search-engines/youtube-app/
https://www.internetmatters.org/parental-controls/entertainment-search-engines/youtube-app/


Roblox – restrictions you can apply

Communication settings – who can they chat with?

Add parent email / PIN to change settings 

Allowed experiences to restrict content

Manage in-game spending

Know how to block / report users

Roblox 

Guide

User blog:ChikoritaTheRobloxian/What is the area of the Roblox logo? |  Robloxiapedia | Fandom

https://www.internetmatters.org/parental-controls/gaming-consoles/roblox-parental-controls/
https://www.internetmatters.org/parental-controls/gaming-consoles/roblox-parental-controls/


Remember…

As children get older, restrictions and controls 

you use will change, but only at a pace you feel is 

appropriate for your child, not pressure from your 

child “because everyone else is allowed”

Content filters are never 100% effective, at some 

point your child may come across inappropriate or 

upsetting content, so make time to talk regularly



screentime.lgfl.net 

• Children spent an average 3 hours 5 

minutes per day accessing the internet, 

across smartphones, tablets and computers

• Four in ten (39%) parents of children aged 3-

17 report finding it hard to control their 

child’s screentime

• Not all screen time is equal!

Worried about their screentime?
Do you know how long your child spends online daily?

https://screentime.lgfl.net/


Five top tips to manage children’s screen time

1. Set a good example with your 
own device use

2. Talk together about the time they 
spend online

3. Agree an appropriate length of 
time that they can use their 
device

4. Get the whole gamily to unplug 
and create ‘screen free’ zones at 
home

5. Use technology and apps to help 
manage screen time

A green rectangle with white text
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https://www.internetmatters.org/wp-content/uploads/2017/04/IM-Screen-Time-pdf.pdf




SOCIAL MEDIA AND GAMING



apps.lgfl.net 

Are you familiar with the apps and games your child is on? 

13

https://www.lgfl.net/online-safety/resource-centre?s=32


Around half of children under 13 use social media, and 38% 
have their own profile on at least one platform
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• Young people can get around age restrictions on apps and websites, 
increasing the risk of them coming to harm online

• Many children have online profiles that make them appear older than they 
actually are – exposing them to content inappropriate for their age

• Addictive algorithms can make it harder to take a break and maintain a 
healthy balance between time on and offline

• Algorithms can also target content similar to what you’ve already 
selected/liked/shared. This can prevent you from finding new ideas and 
perspectives, create misinformation and reinforce stereotypes. This can also 
lead to mental health issues.

Why does this matter? 





Unwanted contact to contact somebody on WhatsApp, all you need is their phone number, which 

could expose you to unwanted messages or calls

Inappropriate content messages are end-to-end encrypted which means that the content cannot be 

monitored. This means that your child could see or hear harmful or upsetting 

content e.g. pornography or violence.

Location sharing live location feature means that your child could reveal their current location to 

others

Cyberbullying children could be bullied, feel left out or deliberately excluded or removed from 

groups 

Oversharing privacy features, such as disappearing and ‘view once’ messages, might mean that 

your child feels safe to reveal private or risky information or images. However, 

there is always a risk that this could be copied and shared

What about WhatsApp?
What are the risks?



WhatsApp top safety tips

1. Review privacy settings

2. Customise contacts

3. Talk about personal information

4. Show them where to get support

5. Check in regularly

https://www.internetmatters.org/resources/whatsapp-safety-a-how-to-guide-for-parents/#whatsapp-safety-tips


• Are you familiar with who your children are in contact with whilst playing games?

• Have you asked about the chat facility? 

• Do you know the content and age restrictions for these games? 

gaming.lgfl.net

‘Online’ friends and real ones – what’s the difference?

https://lgfl.net/safeguarding/resources?field_safeguarding_topic=226&s=8


• The age rating confirms 

that the game content is 

appropriate for players of 

certain ages

• It considers the age 

suitability of a game, 

not the level of 

difficulty

pegi.info

PEGI helps you to make informed decisions when buying video games

https://pegi.info/


• ASK what type of games your child enjoys – are they age-appropriate?

• PLAY games together - keep the tech in shared spaces rather than bedrooms

• TALK about who they are playing with - what information are they sharing?

• EXPLAIN what is/isn’t appropriate to share, e.g. personal details to identify them/location

• AGREE how they will spend their money online

• DISCUSS what they would do if they were bullied online, and what steps to take 

• DECIDE how long is appropriate to play in one session - how many sessions a day

• SETUP these restrictions in parental settings with your child

Source: Children and parents: media use and 
attitudes report 2024

How can YOU get involved? 

gaming.lgfl.net

https://lgfl.net/safeguarding/resources?field_safeguarding_topic=226&s=8


Find ratings and reviews for parents on apps, games and 
social media at commonsensemedia.org  

http://www.commonsensemedia.org/


RISKS AND NEGATIVE 

EXPERIENCES









Source: 
https://www.childrenscommissioner.gov.uk/resource/pornogr
aphy-and-harmful-sexual-behaviour/ 

Average age children first view pornography is 13 

• Substantial proportions viewed it at a much younger 

age – 27% by age 11 and 10% by the age of 9

• Degrading acts and violence against women

• Think it is reflective of real life or healthy 

relationships

• Wide prevalence of pornography on social media 

platforms such as X (Twitter), Snapchat and 

Instagram

https://www.childrenscommissioner.gov.uk/resource/pornography-and-harmful-sexual-behaviour/
https://www.childrenscommissioner.gov.uk/resource/pornography-and-harmful-sexual-behaviour/
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internetmatters.org/resources/what-is-sextortion/ 

Rise in reporting of financially motivated sexual extortion - SEXTORTION

• Type of online blackmail 

• Involves an adult offender posing as a 

young person, threatening to release nude 

or semi-nude images and/or videos of a 

child or young person, unless they pay 

money

• Victims of any age and gender can be 

targets - majority of cases have involved 

male victims aged 14-18

https://www.internetmatters.org/resources/what-is-sextortion/
https://www.internetmatters.org/resources/what-is-sextortion/


Producing and sharing nudes and semi-nudes of under 18s is illegal

Whether a child or young person 

shares an image consensually or 

not, they have no control over how 

other people might use or share it.

A picture containing text, sign

Description automatically generated

Undressed

https://www.nspcc.org.uk/keeping-children-safe/support-for-parents/pants-underwear-rule/
https://www.childline.org.uk/info-advice/bullying-abuse-safety/online-mobile-safety/report-remove/
https://undressed.lgfl.net/


So, what can YOU do?  

CEOP
ceopeducation.co.uk/parents/articles/Nude-selfies-a-parents-guide/

https://www.ceopeducation.co.uk/parents/articles/Nude-selfies-a-parents-guide/


Being safer while live streaming

• Talk to them about what they are sharing 

• Use devices in public spaces e.g. lounge not 

bedroom

• Check privacy and safety settings on the app/site

• Be wary of requests to chat in private

• Know Support and Reporting functions

47



Internet Watch Foundation removal of images

IWF removed 275,655 webpages of 
criminal child sexual abuse imagery in 
2023

92% included ‘self-generated’ material, 
where children have been coerced into 
performing sexually via a webcam or 
handheld device

42% of these (107,615) featured 
children under 10 (66% increase on 
2022)



reporting.lgfl.net 

UK Reporting Helplines and Services for Children and Young People

NCA

Young people can report 

concerns about child sexual 

abuse and exploitation to NCA 

Report Remove

A free tool that allows children to 

report nude or sexual images 

and videos of themselves that 

they think might have been 

shared online

ChildLine

A free, private and confidential 

service where children and 

young people can talk about 

anything to a trained counsellor, 

online or on the phone

Call 101 or 999 if there is an immediate risk of harm to your child
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https://www.lgfl.net/online-safety/resource-centre?s=5
https://www.childline.org.uk/info-advice/bullying-abuse-safety/online-mobile-safety/report-remove/


It is important to manage and minimise the associated risks. 

RISK IS NOT HARM

Positive action can limit risks 
becoming harmful

Children with SEND are more likely 
than their peers to experience online 
issues such as online bullying, 
online grooming and exploitation.



Online safety in school

what positive, healthy and respectful online relationships look like

the effects of their online actions on others

how to recognise and display respectful behaviour online

how to use technology safely, responsibly, respectfully and securely

where to go for help and support when they have concerns about 
content or contact on the internet or other online technologies



Help your children stay safe online – work as a TEAM…

Talk Explore Agree Manage





bit.ly/onlinep23

https://wakelet.com/wake/Wqvdixwoem6gdzr_dyPAT
https://wakelet.com/wake/Wqvdixwoem6gdzr_dyPAT
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